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REPORT 

Title of Lecture: Special Lecture on Cyber Crime with Reference to POCSO Act and Other 

Laws 

Date: 02.01.2022 

Venue: Google Meet (https://meet.google.com/bxs-ajnx-mho) 

Speaker: Mr Subhashish Dwibedy, Special Public Prosecutor, Public Court, Jhargram 

Attendees: 47 

A special lecture on cybercrime, specifically focusing on the legal aspects concerning the 

Protection of Children from Sexual Offences (POCSO) Act and other pertinent laws, was 

organized by Swarnamoyee Jogendranath Mahavidyalaya as a part of Students’ Week 2022.  

The programme was conducted by Aparesh Mondal, Assistant Professor and Head, 

Department of Geography. The Principal Dr Ratan Kumar Samanta delivered the welcome 

address and thanked Mr Subhashish Dwibedy for accepting the invitation of the institution. 

The lecture programme begun at 4 pm on Google Meet and 39 students and 8 faculty 

members attended the talk. 

Mr Dwibedy provided a comprehensive understanding of the evolving landscape of 

cybercrimes targeting minors. The lecture delved into the intricacies of cyber laws, explored 

case studies illustrating their application, and emphasized the collaborative efforts required 

among law enforcement agencies, legal practitioners, and policymakers to combat these 

crimes effectively. 

Key Takeaways: 

1. Legal Framework Overview: The lecture commenced with an overview of the 

POCSO Act, highlighting its scope, provisions, and relevance in combating sexual 

offenses against children. Additionally, it provided insights into other relevant laws, 

including the Information Technology Act, Indian Penal Code, and Juvenile Justice 

Act, and discussed their interplay in addressing cybercrimes. 

 

2. Understanding Cybercrimes: Mr Dwibedy  elucidated the different forms of 

cybercrimes targeting children, such as online grooming, sextortion, cyberbullying, 

and child pornography. Through case studies and real-life examples, attendees gained 

a deeper understanding of the modus operandi of offenders and the legal challenges 

involved in prosecuting them. 

 

 



3. Investigative Techniques and Challenges: Special emphasis was placed on the 

investigative techniques employed in cybercrime cases, including digital forensics, 

data preservation, and cyber-surveillance. The lecture also highlighted the inherent 

challenges faced by law enforcement agencies, such as jurisdictional issues, cross-

border complexities, and the rapid evolution of technology. 

 

4. Prevention and Intervention Strategies: The lecture underscored the importance of 

preventive measures and intervention strategies to protect children from online 

exploitation. It advocated for collaborative efforts involving government agencies, 

educational institutions, civil society organizations, and technology companies to 

promote digital literacy, create safer online environments, and provide support to 

victims of cybercrimes. 

The lecture went on for almost an hour, following which the Programme co-ordinator 

conveyed his heartfelt thanks to the speaker for an insightful and informative lecture on the 

subject. 

Outcome: 

  Increased Awareness: Participants gain a deeper understanding of cybercrime and its 

implications, particularly in relation to offenses against children. They become more aware of 

the various forms of cybercrime, such as online grooming, cyberbullying, and child 

pornography. 

  Understanding Legal Framework: Attendees become familiar with the legal framework 

surrounding cybercrime, including the POCSO Act and other relevant laws. They learn about 

the provisions of these laws, the penalties for violations, and the role of law enforcement 

agencies in combating cybercrime. 

  Identification of Risks and Vulnerabilities: Participants learn how to identify potential 

risks and vulnerabilities related to cybercrime, both for themselves and for children in their 

care. They understand the importance of taking proactive measures to protect against cyber 

threats and safeguard personal information online. 

 

 

 

 

 

 

 



Screenshot of online lecture programme on Cyber Crime on 02.01.2022 
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